
InspectionWorks: Secure your data, from inspection to insight.
To keep integrity high, secure systems are crucial. The InspectionWorks portfolio by Waygate Technologies is designed to achieve both. 
InspectionWorks products conform to cybersecurity standards, with the right protocols in place where it matters most — the points where 
data is exchanged.

InspectionWorks Connect
Remote screen sharing and 
collaboration
    • https protocol

InspectionWorks Insight
Data storage, reporting and 
collaboration
    • https protocol
    • SSO authentication

InspectionWorks SUS
Over-the-air software updates
    • Encrypted, secure file storage 
       with S3
    • 60-day secret key rotation 
    • Short lifespan for all S3 URLs 
       to avoid misuse

Customer 
Software 
Infrastructure

EthernetWireless

Upload manually 
via USB

RESTful API 
Modeling

View data from 
the cloud on 
your PC with 
web access

Use connected 
devices to securely 
upload inspection 
data and update 
software

Multiple users can 
access data 
securely from 
anywhere with the 
Insight web app.

Advance your inspection process with InspectionWorks from 
Waygate Technologies.
www.waygate-tech.com

InspectionWorks 
Insight

Cybersecurity program based on internationally recognized standards and frameworks
• NIST Cybersecurity Framework (CSF) – Framework for management of cybersecurity risks
• IEC – 62443 suite – Industrial Network and System Security
• ISO 27017 – Code of Practices for Information Security (Security Controls for Cloud Services)
• Cloud Security Alliance – Cloud Controls Matrix (CCM) 
• NIST 800-82 – to Industrial Control Systems Security
• ISO 27001 – Information technology – Security techniques
• IEC TR 63069 – Framework for Functional Safety and Security
• API 1164 – Pipeline SCADA Security


